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Worldpay SaferPayments (PCI DSS Compliance)

Overview

The PCI DSS (Payment Card Industry Data Security Standard) is a mandatory requirement for any business who takes card payments. It’s a set of 12 
mandatory requirements from the Card Schemes designed to ensure that all companies that process, store or transmit card information maintain a secure 
environment and help businesses reduce the risk of loss.

Put simply, the PCI DSS is about helping reduce the risk of card payment information held by customers, or their third parties, from being used fraudulently 
and the consequential financial and reputational losses associated with this.

iRely i21 is 100% PCI DSS Compliant
iRely i21 does not store any credit card data within the i21 SQL Database or on any servers regardless of whether we host the server or if our 
customers hosts the server on-premises.
In the context of iRely, E-Commerce website normally will refer to i21 or the i21 Portal and not your company website.
Worldpay SaferPayments asks questions about how your business is set up to handle credit and debit card payments. Your answers help 
Worldpay figure out the level of security risks that your business may have.

Resources

How do I answer my SaferPayments questions?
PCI SSC Training & Qualification Programs

Pages

SaferPayments Business Profile
SaferPayments Security Assessment

https://worldpay.egain.cloud/kb/PHC/content/DEV-11111/SaferPayments-Frequently-Asked-Questions
https://www.pcisecuritystandards.org/program_training_and_qualification/
https://help.irelyserver.com/display/DOC/SaferPayments+Business+Profile
https://help.irelyserver.com/display/DOC/SaferPayments+Security+Assessment
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